# BSBXCS404

# Session 7 - 8 Activities

1. Explain the difference between a legislation, standard and guideline. Provide an example of each in relation to cyber security/risk management.

|  |  |  |
| --- | --- | --- |
|  | Description | Example |
| Legislation |  |  |
| Standard |  |  |
| Guideline |  |  |

1. What is the difference between Risk Management and Incident Response?

Provide examples of activities that takes place for each of them.

1. Consider the following scenarios and propose cyber security controls as responses to the incidents. What control type and functions do the proposed controls belong to?
   1. Customer database is leaked to external sources by HR staff.
   2. A user accidentally downloaded a known malware.
   3. Web server being hit by DDoS attack.
   4. A user’s workstation infected by adware, causing frequent popups.
   5. CEO’s personal details found on the dark web.